
Administration of Symantec
NetBackup 7.5 for Unix

1. Which component of Microsoft Outlook Personal Folder (.pst) files does Network Discover
apply filters to?

A. Individual emails in the .pst file

B. The entire .pst file

C. Attachments in the .pst file

D. Folders in the .pst file

Answer(s): B

2. Under which high-level node in the left navigation panel can administrators find the Discover
Targets page?

A. Data at Rest

B. Administration

C. Policy

D. Reports

Answer(s): C

3. Which Symantec NetBackup 7.5 feature replicates images to a different Symantec NetBackup
domain?

A. Optimized image replication



B. Optimized duplication

C. Replication director

D. Auto image replication

Answer(s): D

4. Which two recommendations should an organization follow when deploying Endpoint Prevent?
(Select two.)

A. Enable monitoring of many destinations and protocols simultaneously

B. Enable monitoring of the local file system first

C. Test the agent on a variety of end-user images

D. Configure blocking as soon as the agents are deployed

E. Configure, test, and tune filters

Answer(s): C,E

5. On which system(s) is the Symantec NetBackup 7.5 LiveUpdate agent installed by default?

A. Media server and client only

B. Master server only

C. Master server, media server, and client

D. Master server and media server only

Answer(s): C

6. What are three valid reasons for adding comments to incidents? (Select three.)



A. To provide detail when closing an incident

B. To allow the next responder to more quickly understand the incident history

C. To provide detail to the next responder when escalating an incident

D. To allow the next responder to more quickly prioritize incidents for review

E. To provide detail for report filtering

Answer(s): A,B,C

7. When a policy is applied for detection, how are exceptions evaluated?

A. Response rules then exceptions

B. Exceptions then detection rules

C. Exceptions then response rules

D. Detection rules then exceptions

Answer(s): B

8. Which two options are available to verify device configuration? (Select two.)

A. bpmedia

B. Device Configuration Wizard

C. tpconfig

D. robtest

E. nbdevconfig



Answer(s): B,D

9. Which roles configuration tab is used to set the custom attributes that a certain role can view or
edit?

A. Users tab

B. Policy Management tab

C. Incident Access tab

D. General tab

Answer(s): D

10. All users, regardless of their role permissions, are allowed to configure which two reporting
options? (Select two.)

A. Ability to set the default report

B. Ability to select reports to display

C. Ability to look up custom attributes

D. Ability to print reports to PDF

E. Ability to delete incidents

Answer(s): A,B

11. Which three statements apply to communication between the Enforce Server and detection
servers? (Select three.)

A. IPSec must be configured on the Enforce Server and the detection servers.

B. Port 3389 must be open between the Enforce Server and the detection servers.



C. By default, the Enforce Server and the detection servers communicate over port 8100.

D. The same port number must be used for all detection servers.

E. The servers can be configured to use any port higher than 1024.

Answer(s): C,D,E

12. The administrator of a large bank needs to preserve financial information for an extended
period of time. The bank's Symantec NetBackup 7.5 catalog is now over 800 GB in size, causing
the catalog backups to contend for resources with production system backups.

A. create a catalog archive policy and execute it from the command line using the catarc command

B. back up the Symantec NetBackup catalog by scheduling an online Sybase database backup policy to
allow the Catalog Backup to run without contending for resources with the production system backups

C. use the Symantec NetBackup 7.5 Agent for Symantec Enterprise Vault to perform an online archive of
the Symantec NetBackup Catalog

D. use the Symantec NetBackup 7.5 client-side deduplication feature to shorten the time it takes to
perform a Symantec NetBackup Catalog Backup

Answer(s): A

13. A Symantec NetBackup 7.5 administrator needs to use client-side deduplication to reduce
network traffic.

A. 7.1.0.3

B. 7.5

C. 7.1

D. 7.0

Answer(s): B



14. Which report helps a compliance officer understand how the company is complying with its
data security policies over time?

A. Policy Trend report, summarized by policy, then quarter

B. Policy report, filtered on quarter, and summarized by policy

C. Policy report, filtered on date, and summarized by policy

D. Policy Trend report, summarized by policy, then severity

Answer(s): A

15. How is the incident count for a new system managed in order to avoid overwhelming the
incident response team?

A. Many incident responders are allowed access to the system.

B. Incidents are auto-filtered to hide false positives.

C. Match count thresholds are set.

D. More than one policy is enabled.

Answer(s): C

16. An administrator is using storage lifecycle policies to create multiple backup copies.

A. The copy will retry

B. The copy fails and the cascaded jobs continue

C. The copy retries once and then fails

D. All copies fail



Answer(s): A

17. A company expanded the Symantec NetBackup 7.5 environment by adding a new media
server.

A. Run the install_bp script

B. Run the update_all_clients script

C. Run the add_media_server_on_clients script

D. Run the install_client_files script

Answer(s): C

18. What does a data loss prevention solution help an organization identify? (Select three.)

A. unprotected content on laptops

B. employee education opportunities

C. illegally obtained software on desktops

D. risk of virus infection

E. encryption enforcement opportunities

Answer(s): A,B,E

19. Where is network resiliency configured in Symantec NetBackup 7.5?

A. Host Properties > client1 > Network Settings

B. Host Properties > master1 > Client Attributes

C. Host Properties > master1 > Resilient Network



D. Host Properties > media1 > Resilient Network

Answer(s): C

20. Which command is used to manually register a new media server with the database on the
master server?

A. nbemmcmd

B. bpsetconfig

C. bpminlicense

D. nbdevconfig

Answer(s): A


